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1. KEEP YOUR PASSWORDS SECURE



KEEP YOUR PASSWORDS SECURE

ÅWhat is secure? Characters? Length?

ÅUse a unique password for each and every site.

ÅChange passwords and security questions frequently.

ÅChange compromised passwords, change weak passwords, 

change reused passwords, change old passwords.

ÅTake the test:

https://howsecureismypassword.net/

https://howsecureismypassword.net/


KEEP YOUR PASSWORDS SECURE

ÅUse a secure password generator to create a unique

random password for every site you visit. Use the highest 

character standards that the sites allow, by default including 

upper - and lower -case characters, numbers, and symbols. A 

good habit is to use a minimum of 16 characters, more for 

online banking and sites where you enter highly secure 

information.

ÅSecure Password Generator is an excellent resource.

https://passwordsgenerator.net/

https://passwordsgenerator.net/


KEEP YOUR PASSWORDS SECURE

ÅUse a password safe, with one highly secure

master password.

ÅLastPass - https://www.lastpass.com/

ÅDashlane - https://www.dashlane.com/

ÅKeeper - https://keepersecurity.com/

These all work with Windows, Mac, iOS, and Android operating systems; 

have plugins for popular browsers; include two -factor authentication; 

include form -filling; offer fingerprint login on mobile devices; and have 

free versions.

https://www.lastpass.com/
https://www.dashlane.com/
https://keepersecurity.com/


JANUARY 29, 2018

Thisis the date when the Internal Revenue Service started

accepting 2017 individual tax returns, and when filers were urged 

to submit their returns as early as possible after 143,000,000 

households were victims of the widely publicized Equifax security 

breach. The compromised data included names, dates of birth, 

Social Security numbers, addresses, and driverõs license numbers.

According to Statista , there were about 126.22 million households 

in the United States in 2017. In other words, EVERY household in 

America had its personal security violated.

https://www.statista.com/statistics/183635/number-of-households-in-the-us/


2. UPDATE YOUR SOFTWARE


